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Protecting Corporate Data
with a Remote Workforce

Lenovo Client Virtualization Security

Mobile devices
can be misplaced
or stolen

of fraudulent transactions take place in the mobile market370%
0 100

Phishing attacks account for of data breaches32%
0 100

When taking into account legal
fees, remediation, architecture
realignment, penalties, and more,
the average company sees hundreds
of millions in costs per data breach.4

$347 million 

2/3 
businesses that su�ered
a data breach didn’t know they
were breached for several months.

Lenovo Client Virtualization 
solutions powered by Intel® 
Xeon® Scalable processors
help prevent data loss from 
misplaced or stolen devices.

Users execute 
software with the 
latest patches and 
upgrades applied.

Business data
is maintained in 
the secure data 
center – not on
the mobile device.

1, 2: preyproject.com/uploads/2020/03/Mobile-Theft-Loss-Report_2020.pdf
3: rsa.com/content/dam/en/white-paper/2019-current-state-of-cybercrime.pdf
4: techrepublic.com/article/the-largest-cybersecurity-breaches-of-the-past-three-years-and-their-effects-on-companies/

Contact your Lenovo sales rep or business partner to learn 
more about Lenovo Client Virtualization solutions – or visit
www.lenovo.com/businesscontinuity
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